Defend cyber threats across IT and OT assets with Managed Detection and Response (MDR) through Secureworks® Taegis™ ManagedXDR for OT. Protect enterprise and operational technology, bringing threat monitoring, detection, and collaborative response to an organization's entire environment. Employ rapid access to security experts, advanced analytics, and vast insights into the global threat landscape to raise cyber resiliency and lower risk.

**Reasons for Organizations to Secure Their Environments**

**Operational disruption:** Companies rely on their IT and OT systems to maintain production schedules and ensure product quality. A cybersecurity attack could disrupt these systems, resulting in costly downtime, production delays, and potential safety risks. For example, unplanned downtime alone costs manufacturers around $9,000 a minute—or $540,000 per hour.

**Protection of sensitive data:** Organizations store sensitive data such as intellectual property, financial information and customer data in their IT and OT systems. A cybersecurity breach could result in the theft of this information, which could cause irreparable damage to the company’s reputation and financial stability.

---

**BENEFITS**

Provide threat monitoring, detection, investigation, and collaborative response for organizations with both IT and OT environments

Reduce risk of production downtime, and damage to reputation and profits due to cyberattack

Fill internal cybersecurity talent gaps from the absence of cyber resources and the historic lack of security focus on OT
Manufacturing companies depend on their operational technology (OT) to power their operations, generate revenue, and enable their business to compete and innovate. However, the increasing digitization of industrial processes and convergence of information technology (IT) and OT has also made these systems more vulnerable to cybersecurity threats.

Digital transformation has converged several cybersecurity trends. Consider these statistics:

- **70%**
  - Gartner reports that by 2025, 70% of asset-intensive organizations will have converged their security functions across both enterprise and operational environments.\(^1\)

- **23%**
  - Manufacturing is the most targeted industry for cyberattacks according to Gartner, making up 23.2% of all attacks.\(^2\)

- **65%**
  - Deloitte’s Manufacturing Industry Outlook reports 65% of firms focusing on manufacturing, oil and gas, utilities and mining see cybersecurity as their highest priority for proper governance.\(^3\)

Overall, securing IT and OT environments is crucial for manufacturing companies to ensure business continuity, protect sensitive data, and maintain regulatory compliance. By implementing robust cybersecurity measures, manufacturers can minimize the risk of cyberattacks and defend against cyber threats for their entire operations.

---

\(^1\) Gartner Market Guide for OT, August 2022  
\(^2\) Gartner Product Leaders Insight, March 2022  
\(^3\) Deloitte’s 2022 Manufacturing Industry Outlook
Introducing MDR for OT
Delivered on Taegis XDR

Secureworks Taegis ManagedXDR for OT is a holistic managed detection and response solution based on the powerful combination of the Taegis XDR platform and vast human expertise and intelligence, designed to protect organizations from cyberattacks targeting IT and OT environments.

Taegis is a cloud-native security platform that processes more than 640 billion events daily across 2,000-plus customers. The platform features hundreds of integrations—including leading OT tools from Dragos, SCADAfence, and Claroty—that are normalized and analyzed, along with Secureworks own proprietary data and global threat intelligence generated by our Counter Threat Unit™ (CTU) research team.

Taegis is backed by vast security experts available to customers at every turn. Security analysts staff our SOC 24/7, and OT experts help investigate and provide remediation guidance for threats targeting operational assets. CTU™ findings, plus insight from 3,000 incident response and adversarial testing engagements Secureworks conducts annually, are fed into Taegis. Customers also work with a Threat Engagement Manager who performs quarterly reviews of threat activity and provides guidance to boost cyber resiliency.

**Secureworks MDR for OT Includes:**

- Taegis ManagedXDR for OT, our managed detection and response (MDR) solution delivering threat monitoring, detection, investigation, and collaborative response
- 24/7 unlimited, rapid access to security experts within 90 seconds
- OT-focused security experts who investigate OT-specific threats and provide collaborative response guidance
- Integration with customer OT toolsets (including Dragos, SCADAfence, and Claroty)
- Collaborative build out of IT and OT escalation processes, playbooks, and reporting
- Onboarding support, monthly threat hunting, and quarterly security reviews with a Threat Engagement Manager
- Access to proactive services to improve cyber resiliency
### KEY FEATURES

<table>
<thead>
<tr>
<th><strong>THREAT MONITORING AND DETECTION</strong></th>
<th><strong>THE TAEGIS PLATFORM PROVIDES AROUND THE CLOCK VIGILANCE FOR SIGNS OF MALICIOUS BEHAVIOR THROUGHOUT YOUR IT AND OT ENVIRONMENTS, INCLUDING ENDPOINTS, NETWORK, CLOUD, OT, IDENTITY, AND MORE.</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>MONITORING OF OT TRAFFIC</strong></td>
<td><strong>TAEGIS INTEGRATIONS AND SECUREWORKS TAEGIS iSENSOR WATCH YOUR OT TRAFFIC AND ALERT ON ANOMALOUS ACTIVITY.</strong></td>
</tr>
<tr>
<td><strong>INVESTIGATION OF SUSPICIOUS ACTIVITY</strong></td>
<td><strong>SECURITY EXPERTS STAFF OUR SOC AND DIG INTO POTENTIAL THREATS IN YOUR IT AND OT ENVIRONMENT, DETERMINING IF AN ALERT REPRESENTS A TRUE THREAT. SOC SECURITY ANALYSTS ARE AVAILABLE WITHIN 90 SECONDS VIA LIVE CHAT FUNCTIONALITY IN TAEGIS.</strong></td>
</tr>
<tr>
<td><strong>COLLABORATIVE RESPONSE</strong></td>
<td><strong>COLLABORATE WITH SECURITY EXPERTS TO COORDINATE THE RIGHT RESPONSE FOR THREATS DISCOVERED IN OT.</strong></td>
</tr>
<tr>
<td><strong>MONTHLY THREAT HUNTING</strong></td>
<td><strong>THREAT HUNTING PLAYBOOKS EXECUTED ACROSS DATA COLLECTED FROM IT AND OT ENVIRONMENTS.</strong></td>
</tr>
<tr>
<td><strong>INTEGRATION WITH CUSTOMER OT TOOLSET</strong></td>
<td><strong>INGESTION OF DRAGOS, SCADAfence, AND CLAROTY, INCLUDING HANDS-ON-ACCESS, AS NEEDED, TO PLATFORM CONSOLES BY OUR OT EXPERTS.</strong></td>
</tr>
<tr>
<td><strong>QUARTERLY SECURITY REVIEWS</strong></td>
<td><strong>PRESENTATION BY SECUREWORKS THREAT ENGAGEMENT MANAGER TO REVIEW OBSERVED ACTIVITY IN IT AND OT ENVIRONMENTS, AND PROVIDE RECOMMENDATIONS.</strong></td>
</tr>
<tr>
<td><strong>PROACTIVE SERVICES</strong></td>
<td><strong>SECUREWORKS SERVICE UNITS INCLUDED FOR USE ON BROAD CATALOG OF PROACTIVE SERVICES TO IMPROVE CYBER RESILIENCY.</strong></td>
</tr>
</tbody>
</table>

### WHY SECUREWORKS?

**Superior Detection:** We filter the most noise from the most IT and OT sources to find real threats.

**Unmatched Response:** Ensure any incident is fully remediated before impact, with unlimited around-the-clock access to our SOC to investigate discovered threats and provide collaborative response.

**Open Without Compromise:** An open architecture with hundreds of integrations that avoids vendor lock-in, helping future-proof organizations as tools change and grow.

**Higher ROI:** Low total cost of ownership by minimizing costs to hire additional security resources and purchase tools, while reducing risk and maximizing investments that matter most.

**Vast Security Expertise:** SOC analysts, threat researchers, incident responders, threat hunters, and customer success personnel all working together to deliver the right security outcomes for customers.

**The Right Solutions from an Industry Leader:** No matter where you are in your security journey, Secureworks has the solutions, the technology, and the people to reduce your risk, protect your investments, and fill your talent gaps.

---

**Secureworks® (NASDAQ: SCWX)** is a global cybersecurity leader that protects customer progress with Secureworks Taegis®, a cloud-native security analytics platform built on 20+ years of real-world threat intelligence and research, improving customers’ ability to detect advanced threats, streamline and collaborate on investigations, and automate the right actions.
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