
Secureworks Services for Taegis MDR 

Immediately elevate your cybersecurity posture, bolster incident readiness, and accelerate cyber resilience by adding TaegisTM MDR 
Service Units. They enable you to easily and flexibly access a comprehensive portfolio of cybersecurity services, and complement 
Taegis MDR with extended expertise from Secureworks available to you directly through your Taegis MDR solution. 

Complement your existing Taegis MDR investment to accelerate cybersecurity program maturity, with
• Service Units* available to purchase and use throughout your Taegis MDR subscription period to scale and iterate based on 

evolving security needs and objectives 

• Access to a comprehensive catalog of proactive and reactive cybersecurity services to plug cybersecurity skills, resource and 
program gaps across the cybersecurity lifecycle and improve cybersecurity outcomes

• Integrated, strategic guidance on pragmatic improvements during your quarterly reviews 

• Pre-scoped, outcome-based services to focus on desired results 

• Predictable spending and easy add-on contracting to Taegis MDR

• Threat-informed methodologies and risk-based recommendations to prioritize improvements, tighten defenses and increase 
confidence in your program

AT  A  G L A N C E

*A “Service Unit” purchases services at Secureworks. 
The catalog defines the number of Service Units needed to redeem each service.

Availability varies by region. ©2025 SecureWorks, Inc. All rights reserved.

About Secureworks 
Secureworks, a Sophos company, is a global cybersecurity leader that protects customer progress with TaegisTM, an AI-native 
security analytics platform built on more than 20 years of real-world threat intelligence and research, improving customers’ 
ability to detect advanced threats, streamline and collaborate on investigations, and automate the right actions. 

Talk to an Expert  
today to learn more 
For more information,  
call 1-877-838-7947 to speak to 
a Secureworks security specialist  
secureworks.com

Planning and Advisory Services to 
assess and enhance overall incident 
readiness and response plans and 
processes with input from seasoned 
experts.  

• Incident Readiness 
Assessment 

• Incident Response 
Documentation Review/
Development

Testing and Validation Services delivered 
by an independent team of testers outside 
of the SecOps organization to find 
vulnerabilities, test security controls and 
defenses and identify gaps in monitoring and 
detection capabilities.   

• Vulnerability Assessment 

• Penetration Testing 

• Application Security Testing 

• Threat Hunting Assessment 

• Active Directory Security 
Assessment 

Workshops & Exercises to enhance 
your cross-functional teams’ 
overall readiness and awareness of 
cybersecurity risk with discussion and 
capabilities-based workshops and 
exercises.   

• Tabletop Exercises 

• Adversary Exercises 

• Cyber Awareness and 
Readiness Training 

• Briefings 

• Workshops

Secureworks Services help provide coverage across the cybersecurity lifecycle to elevate your overall security posture.

Bolster Defenses and Accelerate Cyber Resilience


